PROVATIONACCEPTABLEUSEPOLICY

This Acceptable Use Policy (this “Policy”) describes prohibited uses of the Provation Software-as-a-Service (the “Service”) offerings
provided by ProVation Software, Inc. (“Provation”). This Policy is in addition to any other terms and conditions under which
Provation provides the Service to you.Notwithstandingthe foregoing,in theeventofa conflictbetweenthe terms of this Policyand
theterms ofthe Agreement pursuanttowhich you purchasedtheService (the “Agreement”),the terms of the Agreementwill prevail.

Youare solely responsible and liableforthe completeness,integrity, quality,accuracy and contentinputintoor storedusing the
Service or transmitted through theService,and Provation has noresponsibility for any offensive material contained therein,any
infringement of third-party intellectual property rights arising therefrom, or any crime facilitated thereby. Notwithstanding the
foregoing, Provationis not under any obligation to verify, authenticate, monitor, or edit the Customer Contentor any othercontentinput
into or stored usingtheService by Customer.

The examples listed in this Policy are not exhaustive. We may modify this Policy at any time by posting a revised version of this
documentat https://provationmedical.com/apex-documents. Revisions are effectiveimmediately upon posting.Byusingthe Service,
you agree to the latest version of this Policy. Accordingly, we recommend that you visit the website regularly to ensure that
your activities conformtothemostrecentversion.Youare solely responsible foryour actionsand the actionsofyour end users using
the Service under your account. During the term of the Agreement, you acknowledge and agree to the following responsibilities:

No lllegal, Harmful, or Offensive Use or Content

You may not use, encourage, promote, facilitate, or instruct otherstouse the Servicefor any illegal, harmful, or offensive use, or to
access, send, receive, disclose, transmit, store, display, distributor otherwise make available contentthatisillegal, harmful, or
offensive. Prohibited activitiesor contentinclude butare notlimitedto:

e ViolatinganyLaw. Violatingany local, state, national,and international laws, and regulationsapplicable to Customer’suse of
the Service, including without limitation, the provision and storage of contentof, or committing conductthatis tortuous or
unlawful in, any applicable jurisdiction.

e Harmfulor FraudulentActivities. Activitiesthat may be harmful toothers, our operations or reputation, including offering
or disseminatingfraudulentgoods, Service, schemes, or promotions (e.g., make money fastschemes, ponzi and pyramid
schemes, phishing, or pharming), or engagingin other deceptive practices.

¢ Infringing Content. Sendingor storing contentthat violates, infringes, or misappropriatesthe intellectual property
or proprietaryrightsofanyindividual or entityin any jurisdiction.

e Offensive Content.Contentthatisobscene, pornographic, lewd, lascivious, or excessively violent, regardless of whether the
material or its disseminationis unlawful.

e Harmful Content.Contentor othercomputer technology thatmay damage, interferewith, surreptitiouslyintercept, or
expropriate any system,program,or data,includingviruses, malware, Trojan horses, worms, time bombs, or cancelbots.

e  HarmfulConduct. Contentadvocatingor encouragingviolence againstany government, organization,group, individual or
property, or providinginstruction, information, or assistance in causingor carrying outsuch violence, regardless of whether
such activity is unlawful. Transmitting or posting any material that encourages conduct that could constitute a criminal
offense or give rise to civil liability.

No Security Violations
You may notusetheServicetoviolatethesecurity or integrity of any network, computer or communications system, software
application, or networkor computingdevice (each,a “System”).Prohibited activitiesinclude butare notlimitedto:

e Unauthorized Access. Accessing or using any System without permission, including attempting to (i) probe, scan, or test
the vulnerability of a System, (ii) breach any security or authentication measures used by a System, (iii) gain unauthorized access
to the Service or a System, or (iv) access or use the Service in a way intended to avoid incurring fees or exceeding usage
limits.
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e Interfering. Interfering with or disrupting any Systemor others’ ability to access or use theService by use ofany
program, script,command, or otherwise.

e Viruses.Introducing,activating, or uploadingin anyway any information or contentthat contain viruses, worms, time bombs,
Trojan horses and other harmful or malicious code, files, scripts, agents or programs, or data that may damage the
operation of the Service or any System.

e Falsification of Origin. Forging TCPIP packetheaders, email headers, or any partofa message describing itsorigin or route.
This prohibition does not include the use of aliases or anonymous remailers.

e Privacy. Invading anyone's privacy by attempting to harvest, collect, store, or publish private or personallyidentifiable
information, such as passwords, accountinformation, credit card numbers, addresses, or other contactinformation without
theirknowledge and consent.

No Network Abuse
Youmay notmake network connectionstoany users, hosts, or networksunlessyou have permission tocommunicate with them.
Prohibited activities include but are not limited to:

e Monitoringor Crawling. Monitoring or crawling of a Systemthatimpairs or disrupts the System being monitored or
crawled.

e Denial of Service (DoS). Inundating a target with communications requestsso the targeteither cannotrespond to
legitimate traffic orrespondsso slowly thatit becomesineffective.

e IntentionallInterference.Interferingwiththe proper functioningofany System, includinganydeliberate attemptto
overload a system by mail bombing, newsbombing, broadcastattacks, or flooding techniques.

e  OperationofCertain NetworkService. Operatingnetwork Servicelike open proxies,open mailrelays, or open recursive
domainnameservers.

e Avoiding System Restrictions. Using manual or electronic meanstoavoid anyuse limitations placed on a System, such
as accessandstorage restrictions.

Our Monitoring and Enforcement
We reservethe right, butdonotassume the obligation, toinvestigate anyviolation of this Policy or misuse oftheService.Ifyou
are inviolation of this policyor any other Provation policy, atany time, as determined by Provationinits sole discretion:

e remove,disable accessto,or modify contentthatviolatesthis Policy or the Agreementwe have with youforuse of the
Service; and/or

e suspend orterminate yourProvation accountwithoutlimitingany other rightsor remediesthatProvation may
have underthe Agreement.

We may reportany activitythatwe suspectviolates anylawor regulation to appropriate law enforcement officials, regulators, or
otherappropriate third partieswhich mayinclude disclosingappropriate customerinformation.We also may cooperate with
appropriate lawenforcementagencies, regulators, or otherappropriate third partiestohelp with the investigation and prosecution
ofillegal conductby providing network and systemsinformation related to alleged violations of this Policy.

Reporting of Violations of this Policy
If youbecome aware of any violation of this Policy, you willimmediately notify usand provide us with assistance, as requested,to stop
orremedythe violation.
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